
 

Children’s Internet Protection Act (CIPA) Plan 
 

Blue Valley School District is committed to safety and security for all students and staff.  In 

compliance with the Children’s Internet Protection Act (CIPA) requirements, the District 

maintains an internet filter to safeguard against inappropriate content.  As technologies change, 

the District continues to evaluate security resources in an ongoing manner, maintaining the safest 

environment possible for teaching and learning. 

 

While internet filtering is maintained by the District, it is not the sole means for maintaining safe 

teaching and learning experiences for children.  The District Technology Guidelines for Students 

Consent Form is shared and signed by every incoming student and parent.  This guiding 

document is a foundation for educational practice in teaching students about Digital Citizenship, 

including responsible, respectful and safe learning practices while utilizing technology whether or 

not linked to school related assignments. 

 

Information about student use of communication technologies is detailed in Board Policy 3518 

and the accompanying Administrative Guideline. 

https://district.bluevalleyk12.org/DistrictInformation/Policies/3518policy.pdf
https://district.bluevalleyk12.org/DistrictInformation/Policies/3518guidelines.pdf

